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Adjustable 60mm or 70mm
2-3/8′′ or 2-3/4′′

NOTICE THE UP ARROW

15°

60 or 70mm
2-3/8′′ or 2-3/4′′

φ25mm
31/32′′

58mm
2-9/32′′

110mm
4-11/32′′

Y

Y
26mm

1-1/32′′

φ54mm
2-1/8′′

35mm
1-3/8′′

The distance between the handle hole and deadbolt hole:
1. The center of deadbolt hole to the interior plate edges.

2. The center of handle hole to the interiror plate edges "Y".
 (depends on your handle dimension)

Door Thickness：35mm to 55mm
1-3/8′′ to 2-5/32′′
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Model:UF03 SMART LOCK

70mm
2-3/4′′

60mm
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During the adjustment process,
don't be violent
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The wire is routed 
below the flat rod

2.Installation of exterior plate 3.Installation of interior plate

The flat rod must 
be vertical.

Tighten the iron 
plate screw“J”.

Vertical

1.Installation of deadbolt

5.Secure the interior plate4.Left/Right hand open/swing door

Knob position when unlocked

Tighten the “L” screws
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It is recommended to 
use ordinary alkaline 
batteries or lithium 
iron batteries, which 
are more durable, 
eco-friendly, 
and safe.

6.Install battery

Check the "UP" 
arrow
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Ensure that the wirs is connected between 
the interior and exterior plates.
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How To Install



Setup

Important note: 
1.Initialization password:123456
2.The lock off button has both locking and return functions, while the unlock button has both unlocking and confirmation functions.
3.The lock can be closed using the lock button or with any fingerprint.
4.After 5 incorrect inputs, the system lock sfor three minutes. The door lock cannot be operated within three minutes. When the system is locked: pressing 
the password keyboard will flash a red light, and pressing the fingerprint head will flash a green light but there is no response. After three minutes, the 
password keyboard will light up with a blue light and emit a beep sound to indicate that the lock is released. You can unlock the system in advance by 
unplugging the battery.
5.The password length is 6-8 digits and has a virtual password function. You can enter any number before or after the correct password to unlock it. The total  
length of the virtual password is 40 digits.
6.After successful installation, self check adjustment and unlocking are required before proceeding with other operations.
7.It is recommended that users input the same finger multiple times to improve their fingerprint recognition rate.
8.In silent mode, the fingerprint and password keys will be muted when unlocking. However, if you start with pressing " " (i.e., you want to setup the lock), the 
first "      " will be muted, and the remain keys will be unmuted for operation easily.

A-Self check adjustment locking direction function:
1.Keep the door open and use a knob to turn the locking tab to the extended position (i.e. the door lock is closed).
2.Press "      "+"      "+"9"+"      " to automatically detect and adjust the locking direction of the rear door lock.
3.When the latch tongue is in the retracted position (i.e. the door lock is open), it indicates that the door lock self-test is successful. If the locking tongue does 
not retract, operate again until the locking tongue retracts.
4.If the door lock has been recorded with an administrator, this step needs to be peformed——After pressing "      "+"      "+"9"+"      ", the administrator needs 
to verify before self checking can be performed.
5.When the door lock cannot be used normally, the self check function can be adjusted to the normal state.

B-Add administrator:
1. In the initialization state, press the"      "+"      "+"1"+"      " password keyboard to flash the green light once, and the blue light will continue to flash to 
prompt the authentication administrator. Enter the initialization password "123456",and then enter the first set of new administrator fingerprints or passwords. 
To enter a fingerprint, it needs to be pressed 5 times. If entering a password, enter a 6-8 digit password and press"       ", then enter the same password 
again and press"      ".When the password is successfully entered, the keyboard will light up green and emit a long beep sound. After entering a group of 
admnistrators, the password keyboard will continuously flash blue to prompt you to continue entering the next group of administrators. Press the"      " or do 
not operate for a few seconds to exit the setting.
2.A total of 10 groups of fingerprints or password manager can be entered.
3.After entering the new administrator, the original initialization password "123456" becomes invalid. When pressing"      "+"      "+"1"+"      " again to enter the 
settings, it is necessary to verify the new administrator fingerprint or password.
4.The administrator position number starts from "001" and ends at "010". (Notice:The user number will be used for user deletionplease keep it on your 
hand.)

C-Add reqular users:
1.Press the"      "+"      "+"2"+"      " password keyboard to flash the green light once, and the blue light will continue to flash to prompt the authentication 
administrator. After successfully verifying with any set of administrator fingerprints or passwords, follow the steps for entering the administrator's fingerprint or 
password user.
2.A total of 40 groups of fingerprint or password users can be entered.
3.Ordinary user location numbers start from "011" and end at "040".(Notice:The user number will be used for user deletionplease keep it on your hand.)

D-Add temporary password:
1.Press"      "+"      "+"3"+"      " to flash the green light on the password keyboard once, and the blue light will continue to flash to prompt for verifying the 
administrator. After successfully verifying with any set of administrator fingerprints or passwords, enter 6 to 8 digits of the password and press"      ". Then, 
enter the same password again and press"      ". When the password is successfully entered, the green light on the password keyboard will remain on and a 
long beep will sound.
2.A total of 10 sets of temporary passwords can be entered. When a set of temporary passwords is successfully entered, the password keyboard will 
continuously flash a blue light to prompt the entry of a new set of temporary passwords.
3.The temporary password will expire after being used once.

E-Delete administrators and users: (There are three ways)
Method 1:
1.Press the "      "+"      "+"4"+"      " password keyboard to flash a green light once, and then the blue light will continue to flash to prompt for verifying the 
administrator.
2.After successfully verifying with any set of administrator fingerpints or passwords, enter the administrator or ordinary user location number and press 
the "      " key.
3.When the deletion is successful, the password keyboard will continue to light up a green light and emit a long beep sound.
Method 2:
1.Press the "      "+"      "+"4"+"      " password keyboard to flash the green light once, and then the blue light will continue to flash to prompt for verifying the 
administrator.
2.After using any set of administrator fingerprints or passwords verification, if the fingerprint needs to be deleted, press the fingerprint head with the finger 
that needs to be deleted.
3.If the password needs to be deleted, enter the password that needs to be deleted and add "      ", and the password keyboard will keep the green light on 
and emit a long beep to prompt for successful deletion.
4.Reminder: When verifying the administrator's fingerprint in this method, it is important not to keep the finger pressed against the fingerprint head. You 
should quickly remove the finger, otherwise the administrator's fingerprint will be deleted.
Method 3 (Clear all data):
1.Press the "      "+"      "+"4"+"      " password keyboard to flash the green light once, and then the blue light will continue to flash to prompt for verifying the 
administrator.
2.After successfully verifying with any set of administrator fingerprints or passwords, enter "0000"+"      " to delete all ordinary users except the administrator.
3.Note: The administrator will keep at least one item that cannot be deleted.

F-Vacation mode:
1.Press "      "+"      "+"5"+"      "to flash the green light on the password keyboard once, and the blue light will continue to flash to prompt for verifying the 
administrator.
2. After success-fully verifying with any set of administrator fingerprints or passwords, the password keyboard will keep the green light on and emit a long 
beep to indicate successful operation.
3.Note: In vacation mode, only administrators can unlock, ordinary users cannot unlock.
4.Release vacation mode: Repeat the above action.

G-Mute mode:
1.Press "      "+"      "+"6"+"      " to flash the green light on the password keyboard once, and the blue light will continue to flash to prompt for verifying the 
administrator.
2.After successfully verifying with any set of administrator fingerprints or passwords, the password keyboard will keep the green light on and emit a long 
beep to indicate successful operation.
3.Note: In silent mode, the fingerprint and password keys are muted when unlocking. However, if you need to operate using the password keyboard in silent 
mode, there will be a sound indicating the operation.
4.Unmute mode: Repeat the above action.

H-Delayed automatic locking function:
1.Press the "      "+"      "+"8"+"      " password keyboard to flash the green light once, and the blue light will continue to flash to prompt for verifying the 
administrator.
2.After using any set of administrator fingerprints or passwords verification, enter a number within 5-30 (or 0) and press the "      " key. The password 
keyboard will light up a green light and emit a long beep to indicate successful operation.
3.The number "5-30" represents 5 to 30 seconds, which can automatically lock according tothe selected time.
4.The number "0", which can cancel the "Delayed automatic locking" function.

I-Factory reset function:
Method 1:
1.Press the "      "+"      "+"0"+"      " password keyboard to flash the green light once, and the blue light will continue to flash to prompt the authentication 
administrator.
2.After successfully verifying with any set of administrator fingerprints or passwords, the password keyboard will keep the green light on and emit a long 
beep to indicate successful operation.
Method 2:
1.Open the battery compartment cover and insert the needle of the screw package into the hole below the "RES".
2.Press and hold the Factory reset key for 5 seconds. The password keyboard lights up green and emits a long beep to indicate that the operation is 
successful.

Virtual password function:
1.The door lock supports the virtual password function, and can be unlocked by inputting any number before or afer the correct password, which plays a role 
in preventing peeping.
2.The total number length of the imaginary password is 40 digits.

About low battery alarm:
When the battery voltage is lower than 4.8V, the device will iluminate a red light alarm. Please replace the battery in a timely manner.
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